
Cyber Resilience Act : calendrier de mise en œuvre 
prévu dans le Règlement

23/11/2024 11/06/2026 11/09/2026 11/12/2027
3 ans après entrée 
en vigueur du CRA 

(puis tous les 4 ans)

Entrée en application des principales mesuresLe Cyber 
resilience Act est 

adopté

Dispositions relatives à 
la notification des 

organismes 
d’évaluation de la 

conformité (Chapitre 
IV, article 34 à 51)

Entrée en application 
des autres 

dispositions du CRA

Obligations en matière 
de communication 

d’informations / 
signalements 

incombant aux 
fabricants (article 14)

La Commission 
fournira au Parlement 

un rapport d’audit 
concernant la bonne 

mise en œuvre et 
application du CRA



2

2025 2026 2027

28/11 : Règlement d’exécution 
relatif à la description 

technique des catégories de 
produits importants et 

critiques comportant des 
éléments numériques

11/12 : Règlement délégué 
précisant les conditions 

d’application des motifs ayant 
trait à la cybersécurité en ce 
qui concerne le report de la 
diffusion des notifications

Q1 2026 : Lignes directrices élaborées par la 
Commission européenne

11/06 : Dispositions relatives à la notification 
des organismes d’évaluation de la conformité 

(Chap. IV, article 34 à 51)

Q3 2026 : Premiers livrables en matière de 
normalisation (normes horizontales et 

spécifiques aux produits)

11/09 : Obligations en matière de 
communication d’informations / 

signalements incombant aux fabricants 
(article 14)

30/11 : Nouveaux 
livrables en matière de 

normalisation

11/12 : Pleine entrée en 
application du CRA

Calendrier précisé par la Commission européenne en décembre 2025
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Objectifs principaux

Champ d’application 

Gestion des risques

Notification des incidents

Régulation / Supervision 

Sanctions

Texte UE

Vise à renforcer la sécurité des produits comportant des éléments

numériques dans l’UE

Tous les produits TIC (matériels et logiciels), appareils connectés, etc.

Mesures de sécurité durant tout le cycle de vie du produit (conception, 

développement, mise à jour, etc.)

ENISA, autorité nationales de cybersécurité, équipes CSIRT (Computer 

Security Incident Response Team)

Jusqu’à 15 millions € ou 2,5% du CA mondial total notamment pour 

violation des obligations incombant au fabricant

Règlement CRA

Délai de 24h pour la notification par le fabricant (art.14) aux CSIRT (première 

alerte) ; 72h (précisions du signalement)

CRA



Besoin d’une veille juridique sur mesure ? 

Sur les thématiques qui vous intéressent, sur votre secteur d’activité, votre métier, les nouvelles

exigences / le cadre juridique de vos missions, vos opportunités…

Mathias Avocats réalise des veilles sur-mesure pour ses clients, selon

les thématiques sélectionnées, secteurs d’activités, métiers.

• Une veille pour vous et vos équipes, chaque mois dans votre boîte

mail 

• Contenu, format, périodicité, tarif : contactez-nous !

NOUS CONTACTER

https://www.avocats-mathias.com

https://www.avocats-mathias.com/
https://www.avocats-mathias.com/


Conseil

Conformité

Affaires publiques

Sensibilisation

&

Formation

Contentieux

& 

Gestion de crise

MATHIAS Avocats

STRATEGIE

TRANSPARENCE

EXIGENCE

CONFIANCE

PRAGMATISME

PROACTIVITE

20 ans d’expertise en droit du numérique

PEDAGOGIE
RIGUEUR

Contrats IT



ENSEMBLE, DÉVELOPPONS VOS PROJETS 

ET FORMONS VOS ÉQUIPES ! 

PARTAGEONS NOS EXPERTISES !

SUIVEZ VOTRE ACTUALITÉ, ABONNEZ-VOUS !

UNE NEWSLETTER MENSUELLE OFFERTE 
L’ACTUALITÉ DÉCRYPTÉE POUR VOUS ! 

AU QUOTIDIEN

https://www.avocats-mathias.com/formations

Catalogue des 

formations

https://www.avocats-mathias.com

https://www.avocats-mathias.com/
https://www.linkedin.com/company/cabinet-d'avocats-mathias/posts/?feedView=all
https://www.linkedin.com/company/cabinet-d'avocats-mathias/posts/?feedView=all
https://www.avocats-mathias.com/formations
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https://www.avocats-mathias.com/


19 rue Vernier 75017 PARIS

+33 (0)1 43 80 02 01

contact@avocats-mathias.com

@MathiasAvocats https://www.avocats-mathias.com/

https://www.avocats-mathias.com/formations

Catalogue des 

formations

Les informations contenues dans le présent document ne constituent
pas des conseils juridiques et ne peuvent s’y substituer.
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